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| ***Nazwa dokumentu:***  *opis założeń projektu informatycznego:* [***Rozbudowa systemu zarządzania infrastrukturą teleinformatyczną statystyki publicznej i cyberbezpieczeństwa (CyberStat)***](https://www.gov.pl/web/krmc/rozbudowa-systemu-zarzadzania-infrastruktura-teleinformatyczna-statystyki-publicznej-i-cyberbezpieczenstwa-cyberstat) ***– wnioskodawca: Kancelaria Prezesa Rady Ministrów, beneficjent: Główny Urząd Statystyczny.*** | | | | | |
| **Lp.** | **Organ wnoszący uwagi** | **Jednostka redakcyjna, do której wnoszone są uwagi** | **Treść uwagi** | **Propozycja zmian zapisu** | **Odniesienie do uwagi** |
| **1** | **MSWiA** | 4.2. Wykaz poszczególnych pozycji kosztowych, wiersz: Bezpieczeństwo;  kolumna: Uzasadnienie pozycji  kosztowej (przeznaczenie) | Po zdaniu „*Środki umożliwią zapewnienie*  *optymalnych i bezpiecznych rozwiązań. Zostaną*  *przeznaczone m.in. na przeprowadzenie testów*  *bezpieczeństwa niezbędnych do uruchomienia produkcyjnego rozwiązań dostarczonych w*  *ramach realizacji przedsięwzięcia.*” proponuje się dodać dodatkowe wymaganie dotyczące testów bezpieczeństwa opisane w sąsiedniej kolumnie. Wymaganie to powinno być także wskazane w dokumentach OPZ/umowach z wykonawcami. | Testy bezpieczeństwa przeprowadzi niezależny podmiot zewnętrzny, dysponujący kadrą specjalistów posiadających praktyczne umiejętności i doświadczenie w prowadzeniu testów penetracyjnych oraz co najmniej jeden z certyfikatów wymienionych w rozporządzeniu Rady Ministrów z dnia 19 stycznia 2022 r. w sprawie wysokości świadczenia teleinformatycznego dla osób realizujących zadania z zakresu cyberbezpieczeństwa (Dz.U. poz. 131). |  |